
The first step in the financial crime process for criminals is to get their illegally earned money into a bank, often using false iden-

tity and address. The funds so deposited will be transferred to other accounts for buying goods and services. These transactions 

would appear to be like any legally earned money and it would be difficult to trace it back to its criminal past. Regulations such as 

USA Patriot Act, the Bank Secrecy Act, 3rd + 4th EU Money Laundering Directive and other global regulations force banks not only 

to detect this, but to stop criminals who wish to use the banking channels and products to launder money or commit fraud.

The identification and verification of a customer is a very critical 
process to safeguard banks from unwittingly used for criminal 
activities. When a bank takes on a new customer, it provides 
the customer with an entry point to that bank both locally and 
internationally. It is therefore fundamental that banks 
understand the financial situation, circumstances and the 
source of wealth of potential and existing customers to get a 
holistic view of the risks they pose. 

Regulations require banks to ensure that they follow these 
standards of know your customer (KYC) and customer due 
diligence (CDD) throughout the whole customer life cycle – 
from customer acceptance until the customer exits the 
relationship with the bank. Doing so across a wide customer 
base is challenging. 

Siron®KYC is a complete end-to-end solution for managing 
the whole know your customer process. Siron®KYC comes 
with a range of pre-defined investigation workflows but can be 
customized to reflect the bank‘s current and future KYC/CDD 
requirements. Siron®KYC can be used either as a 
standalone solution or as part of FICO‘s solution framework 
providing you with the possibility to address future compliance 
requirements. 

Do you Know Your Customers?

�� Carry out checks during customer acceptance and the  
	 ongoing customer due diligence process to identify high-risk  
	 customers such as Politically Exposed Persons (PEP) as well  
	 as persons and organisations that are subject to sanctions

�� Easily build-up your institute-specific customer acceptance  
	 questionnaire with Siron®KYC to automatically determine the  
	 risk rating of potential customers

�� Clearly understand the risk in your customer base throughout  
	 the whole customer life cycle to avoid doing business with  
	 risky customers and to make risk-based decisions

�� Siron®KYC provides you with retracable, audit-proof infor- 
	 mation of your research process and decisions to satisfy  
	 compliance and audit requirements

�� Rely on Siron®KYC analytics to reduce manual processing for  
	 risk mitigation and enhanced due diligence

�� Continuously monitor initial KYC information (such as account  
	 information and transactional behavior) against the real  
	 behavior of the customer within the AML/CTF research

�� Record information on the beneficial owners of a legal entity  
	 in the KYC questionnaire and automatically screen the  
	 information against 3rd party applications such as watch and 	
	 sanction lists

Further information: www.tonbeller.com
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Compliant During Whole Customer Life-Cycle  
The point at which a customer is accepted or rejected is the 
easiest point at which the risk of dealing with illegal money can 
be avoided. Customer acceptance, thus, becomes the first step 
in controlling money laundering and terrorist financing. It is 
imperative that institutions capture information about their e.g. 
customer‘s background, source of funds, business, domicile 
and financial products used by them in order to propely under-
stand the risk profile of a potential customer. 

The challenges of KYC compliant client onboarding can now be 
consolidated and managed effectively in a single centralized, 
feature-rich solution. Siron®KYC provides the capability required 
to enforce compliance policy while improving the efficiency of 
the client onboarding process. With Siron®KYC you are able to 
objectively identify those customers that are carrying higher 
than normal integrity risks for your bank such as e.g.

�� Established in offshore (in which respect attention shall be  
	 paid to the FATF‘s blacklists of NCCT (non-cooperating  
	 countries) and other sanctions-, watch- and blacklists  

�� Politically exposed persons (PEPs)

�� Resident in or having funds sourced from countries known  
	 or believed to have inadequate anti-money laundering  
	 practices or representing a higher risk of corruption

�� Suspected to be engaged in types of business activities or  
	 sectors believed or known to be susceptible to money  
	 laundering

Benefit From KYC Best Practice 
Siron®KYC helps or clients better manage risks, reduce costs 
and to enjoy process effeciencies during customer acceptance 
and ongoing customer due diligence: 

Benefits

Dynamic client KYC questionnaire designer

Customer information capturing

Flexible risk rating

Interfaces to 3rd party applications

Integrated PEP screening

Sanctions-/watch & black lists scans

Compare initial KYC information with real customer behavior within 
AML/CTF monitoring/research

Record and check beneficial owners

Automatic audit trail

Dual control

Full integration into banks‘ process (web service)

Identification of new customers Flexible Questionnaires
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